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Introduction to Azure AD DS and Hybrid
Infrastructures

CODE:

MCS_WS-RDAZADDS

 LENGTH:

8 Hours (1 day)

 PRICE:

Request Price

Description

This one-day course will cover how to build a hybrid infrastructure for global identification and device enrollment into a deported
Global Catalog, based on the legacy AD DS, with an Azure solution. You will discover how hybrid configuration could help your
organization to create a serverless solution.

Objectives

Introduction of Microsoft Entra 
- Azure AD DS solution and dependencies 

Deploying Azure AD DS 
- Deploy an domain & joining devices  

Sync with AAD and advantages 
- Creating Azure AD join and managing Groups & Users 

Policies through Endpoint Manager for Azure AD DS 
- Migrating GPO to Policies

Audience

This one-day course is aimed at administrators and IT professionals who want to deepen their know-how to do an implementation
with Azure and AD DS hybrid solutions.

Prerequisites

Before attending this course, students must have: 

- Good understanding of Microsoft 365 and Windows 10 / 11 installation steps 
- Good knowledge of AAD and AD 
- Understanding of security behaviors and GPO’s implementations  

Demos are based on current version of products and could be in some cases, with interactive guides for attendees.

Programme

Module 1: “Introduction of Microsoft Entra” 
This module provides an overview of Microsoft Entra and how to manage Hybrid identities, with Azure AD. 

After completing this module, students will be able to: 
- Discuss Entra access and overview Console 
- Understand the dependencies and the entities AD DS and Azure AD DS   

Module 2: “Deploying Azure AD DS” This module discusses the implementation of Azure AD DS and how to link with AAD. 

After completing this module, students will be able to: 
- Deploy Azure AD DS
- Create a link to AAD    Module 3: “Sync with AAD and advantages” 

This module discusses how to include a device into the Azure AD DS domain & managing device attribution to user. We will also
see Users & Group Management.

After completing this module, students will be able to: 
- Establish a domain join with a Windows 10 / 11 Device
- Manage Users & Groups in Azure AD DS    

Module 4: “Policies through Endpoint Manager for Azure AD DS” 
This module discusses how to import classic GPO’s into Cloud Policies and managing it through Microsoft Endpoint Manager. 

After completing this module, students will be able to: 
- Import GPO’s into MEM 
- Manage Policies through MEM

Follow on courses

Administering Windows Server Hybrid Core Infrastructure AZ-800 or Configuring Windows Server Hybrid Advanced Services AZ-
801
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Session Dates

On request. Please Contact Us

Additional Information

This training is also available as onsite training. Please contact us to find out more. 

https://edu.arrow.com/uk/contact-us/?courseCode=MCS_WS-RDAZADDS&courseName=Introduction+to+Azure+AD+DS+and+Hybrid+Infrastructures++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++++



