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VMware Tanzu Mission Control: Management and
Operations 2020

CODE:

VMW_TMCMO2020

 LENGTH:

8 Hours (1 day)

 PRICE:

Request Price

Description

 
During this one-day course, you focus on using VMware TanzuTM Mission ControlTM to provision and manage Kubernetes
clusters. The course covers how to manage on-premise and cloud-based Kubernetes clusters and how to apply access, image
registry, and network policies to clusters.

Objectives

 By the end of the course, you should be able to meet the following objectives: • Describe the Tanzu Mission Control architecture 
• Configure user and group access • Create and manage Kubernetes clusters • Create access, image registry, and network policies 
• Monitor cluster health and perform cluster inspections

Audience

 VI administrators or application owners who are responsible for deploying and managing Kubernetes clusters and workloads

Prerequisites

  • Working knowledge of Kubernetes. •Working knowledge of Amazon Web Services (AWS) is beneficial if you intend to deploy
Kubernetes clusters on AWS.

Programme

1 Introducing VMware Tanzu Mission Control • VMware Tanzu Mission Control • Accessing Tanzu Mission Control • Access control 
• Architecture 2 Policy-Driven Cluster Management • Policy-Driven Cluster Management • Access Policies 
• Image Registry Policies • Network Policies • Network Policies 3 Cluster Management • Attached Clusters 
• Cloud Provider Accounts • Provisioned Clusters • Cluster Health • Cluster Inspections

Session Dates

Ved forespørsel. Vennligst kontakt oss

Tilleggsinformasjon

Denne treningen er også tilgjengelig som trening på stedet. Kontakt oss for å finne ut mer. 
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